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Duomenų teikimo atskleidimas 
Galimybė jums valdyti savo duomenis 

Tesla gaminiai ir susijusios paslaugos sukurtos taip, kad suteiktų jums patogesnę prieigą prie jų 
generuojamų duomenų, jų kontrolę ir matomumą. Tesla privatumo pranešime aprašoma, kokių 
tipų duomenys generuojami naudojant mūsų gaminius ir susijusias paslaugas. Toliau 
pateiktuose skyriuose yra papildomos informacijos, suteikiančios jums galimybę valdyti savo 
duomenis. Nesvarbu, ar esate gaminio savininkas, ar įgaliotasis duomenų gavėjas, norime 
užtikrinti, kad suprantate jums pateiktų duomenų pobūdį. 

Duomenų struktūra, generavimas ir kiekis  

Tesla gaminiai ir susijusios paslaugos generuoja, tvarko ir saugo duomenis, kad galėtumėte 
naudotis pagrindinėmis funkcijomis, įskaitant diagnostikos, ryšio, saugos funkcijas bei nuolatinius 
patobulinimus.  

Duomenys paprastai yra pateikiamai naudojant specialią struktūrą ir gali būti skaitomi mašininiu 
būdu (pvz., CSV, JSON, XML, žurnalo failai). Apimtis priklauso nuo funkcijų naudojimo ir 
konfigūracijos. Telemetrija, diagnostikos žurnalai ir Autopilot duomenys gali būti generuojami 
nuolat, kol naudojatės gaminiu ar susijusia paslauga. Informacijos ir pramogų sistemos bei 
mobiliosios programėlės duomenys paprastai yra generuojami seansų metu (nuo KB iki MB). 
Saugos įvykių arba automobilių parko mokomieji vaizdo įrašai gali būti kelių MB ir renkami tik 
tiksliai apibrėžtais atvejais. 

Tesla gaminiai ir susijusios paslaugos, veikimo metu, gali generuoti duomenis (pvz., vairavimo 
rodiklius, sistemos būseną) realiuoju laiku, kad palaikytų tokias funkcijas kaip navigacija, Autopilot 
ir mobiliosios programėlės komandos, taip pat įvykus tam tikriems įvykiams, pvz., susidūrimo, 
programinės įrangos gedimo ar užklausos dėl serviso atveju. Tam tikras išplėstinis duomenų 
rinkimas (pvz., automobilių parko mokymosi arba salono kamerų vaizdo analizė) gali būti 
pasirenkamas ir valdomas per Valdikliai > Programinė įranga > Duomenų bendrinimas. 

Duomenų saugojimo vieta ir trukmė 

Jūsų Tesla gaminių ir susijusių paslaugų sugeneruoti duomenys gali būti saugomi vietoje, 
pačiame įrenginyje, perduodami į Tesla serverius arba saugojimui gali būti naudojami abu šie 
būdai, priklausomai nuo įvairių veiksnių, įskaitant (bet neapsiribojant) funkciją, kritinį saugos įvykį, 
energijos sąnaudas, ir paskirtį.  

Tesla duomenis saugo tik tiek, kiek reikia, kad būtų įvykdytas atitinkamas tikslas, pvz., suteiktos 
prašomos paslaugos, sustiprintas saugumas, laikomasi teisinių įsipareigojimų arba būtų lengviau 
atlikti garantijos ir paslaugų teikimo operacijas. Saugojimo laikotarpiai priklauso nuo duomenų 
tipo ir galiojančių įstatymų, tačiau Tesla taiko duomenų mažinimo principus ir reguliariai peržiūri 
savo saugojimo planus, kad apribotų nereikalingą saugojimą. 
Pastaba. Automobilio įrašytiems ir į Tesla serverius siunčiamiems duomenims taikomi 
apribojimai, įskaitant tai, kurie duomenų laukai bus įrašomi, įrašymo trukmę, duomenų rinkimo 
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intervalą, duomenų apimtį ir detalumą. Be to, duomenų kiekis gali būti ribotas dėl baterijos 
energijos, automobilio ryšio ar kitų sistemos apribojimų. Tesla gaminių ir susijusių paslaugų 
duomenys gali nefiksuoti viso įvykio arba ne visiškai atspindėti visus konkretaus gaminio įvykio 
aspektus. 

Teisė pasiekti ir bendrinti su įgaliotu gavėju 

Jei taikoma, jums suteikiama teisė pasiekti ir bendrinti duomenis, sugeneruotus naudojant mūsų 
gaminius ir paslaugas. Duomenis galite gauti pateikę duomenų prieigos užklausą. Kai techniškai 
įmanoma, Tesla pateikia šiuos duomenis struktūruotu, įprastai naudojamu, kompiuterio 
skaitomu formatu ir realiuoju laiku arba beveik realiuoju laiku. Tesla gali imtis pagrįstų veiksmų, 
kad patvirtintų jūsų tapatybę prieš įvykdydama užklausą ir užtikrintų, jog prašomi duomenys 
nepažeidžia kitų naudotojų teisių ar galiojančių įstatymų. Jei duomenys susiję su Tesla 
komercinės paslapties informacija, galime reikalauti iš jūsų ir jūsų įgaliotų gavėjų imtis 
papildomų veiksmų, įskaitant (bet neapsiribojant) prieigos kontrolę, konfidencialumo sutartis ar 
kitus apribojimus. 

Taip pat galite pasirinkti bendrinti duomenis su kitu pasirinktu gavėju pateikdami duomenų 
prieigos užklausą, naudodami funkciją „Perduoti įgaliotajam gavėjui“. Duomenyse, kuriuos 
pasirinkote bendrinti, gali būti asmens duomenų.  

Įgaliotojo gavėjo pareigos  

Pasiekdami ir naudodamiesi Tesla gaminių ir susijusių paslaugų duomenimis įgaliotieji gavėjai:  

• Gali duomenis naudoti tik konkrečiu, sutartu su naudotoju tikslu, ir ištrinti duomenis, kai 
nebereikia. 

• Negali naudoti duomenų siekdami kurti ar tobulinti gaminius ar paslaugas, kurios 
konkuruoja su Tesla pasiūlymais, arba siekdami pasiremti patentuotomis funkcijomis arba 
pritaikyti joms apgrąžos inžineriją.  

• Negali naudoti duomenų nesusijusiai analizei, profiliavimui ar gaminių kūrimui. 
• Negali bendrinti, perduoti ir pateikti duomenų niekam kitam (įskaitant susijusias įmones, 

subrangovus ar paslaugų teikėjus), nebent būtų susitarta su Naudotoju. 
• Negali naudoti duomenų tokiu būdu, kuris neigiamai paveiktų prijungto gaminio ar 

paslaugos saugumą.  
• Negali jungti duomenų su kitais duomenų rinkiniais, kad profiliuotų asmenis ir tvarkytų 

specialios kategorijos duomenis, nebent tam būtų gautas aiškus leidimas ir laikomasi 
įstatymų.  

• Negali apdoroti asmens duomenų profiliavimo tikslais, nebent tai būtina prašomai 
paslaugai užtikrinti 

• Negali apeiti arba išjungti jokių techninių ar organizacinių priemonių, saugančių 
duomenis.  

• Negali klaidingai nurodyti informaciją apie duomenų pobūdį, šaltinį ar leistiną naudojimą. 
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• Negali bandyti vėl nustatyti asmenų tapatybės pagal anoniminius ar apibendrintus 
duomenis.  

• Negali naudoti duomenų siekdami pažeisti intelektinės nuosavybės teises arba atskleisti 
Tesla ar naudotojo verslo paslaptis. 

• Negali kurti išvestinių duomenų rinkinių, modelių ar įžvalgų iš duomenų už sutartos 
naudojimo srities ribų. Jokie patvirtinti išvestiniai kūriniai turi neleisti vėl identifikuoti arba 
atskleisti konfidencialios informacijos. 

Tesla pasilieka teisę sulaikyti, sustabdyti arba atsisakyti suteikti prieigą prie duomenų, jei 
nustatomas netinkamas naudojimas, neleistina prieiga arba nukrypimai nuo šių įsipareigojimų 
vykdymo. 


