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Prohlášení o poskytnutí údajů 
Poskytujeme vám data 

Produkty Tesla a související služby jsou navrženy tak, aby vám poskytly lepší přístup, kontrolu 
a přehled ohledně dat, které generují.Oznámení o ochraně osobních údajů společnosti Tesla 
popisuje typy údajů, které se generují během používání našich produktů a souvisejících služeb. 
Níže uvedené části obsahují další relevantní informace, jež vám zajistí lepší využití dat. Ať jste 
vlastník produktu, nebo oprávněný příjemce dat, chceme se ujistit, že rozumíte povaze údajů, 
které máte k dispozici. 

Struktura, generování a objem dat  

Produkty Tesla a související služby generují, zpracovávají a ukládají data za účelem poskytování 
klíčových funkcí, a to včetně diagnostiky, konektivity, bezpečnostních funkcí a nepřetržitého 
zlepšování.  

Data jsou obecně strukturovaná a strojově čitelná (např. CSV, JSON, XML, soubory protokolů). 
Jejich objem se liší podle použití a konfigurace konkrétní funkce. Při používání produktu či 
související služby se mohou průběžně generovat telemetrická data, diagnostické protokoly a data 
ze systému Autopilot. Data zábavního systému a mobilních aplikací jsou obvykle založena na 
relacích (kB až MB). Videoklipy týkající se bezpečnostních událostí nebo výuky související 
s vozovým parkem mohou mít velikost několika MB a shromažďují se pouze v omezených 
scénářích. 

Produkty Tesla a související služby jsou schopny generovat data během provozu (např. metriky 
jízdy, stav systému) v reálném čase za účelem podpory funkcí, jako jsou navigace, systém 
Autopilot a příkazy z mobilních aplikací, jakož i při spuštění událostí, jako jsou např. kolize, 
selhání softwaru či požadavek na servis. Určitý rozšířený sběr dat (např. učení vozového parku 
nebo analýza z kabinových kamer) probíhá na vyžádání a dá se ovládat v nabídce Ovládací 
prvky > Software > Sdílení dat. 

Umístění a uchovávání dat 

Údaje generované vašimi produkty a souvisejícími službami společnosti Tesla lze ukládat lokálně 
v samotném zařízení, je možné je přenášet na servery společnosti Tesla, případně také obojí, 
a to v závislosti na různých faktorech, mimo jiné na funkci, výskytu kritické bezpečnostní události, 
spotřebě energie a účelu.  

Společnost Tesla uchovává data výhradně jen po dobu nezbytnou ke splnění příslušného účelu, 
jako je poskytnutí požadovaných služeb, zvýšení bezpečnosti, dodržování zákonných povinností 
či podpora záručních a servisních činností. Období uchovávání se liší podle konkrétního typu dat 
a platných zákonů, ale společnost Tesla uplatňuje principy minimalizace dat a pravidelně 
kontroluje své plány uchovávání, aby se omezilo zbytečné ukládání. 
Poznámka: Data zaznamenaná vozidlem a odesílaná na servery společnosti Tesla mají určitá 
omezení. Patří k nim například zaznamenaná datová pole, délka záznamu, interval vzorkování 
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dat, rozsah dat a rozlišení. Data navíc mohou být omezena v důsledku napájení z baterie, 
konektivitě vozidla nebo jiným systémovým omezením. Údaje o produktech Tesla a souvisejících 
službách nemusí zachytávat celou událost ani nemusí plně reprezentovat všechny aspekty dané 
produktové události. 

Právo na přístup a sdílení s oprávněným příjemcem 

Případně máte právo na přístup k datům vzniklým během používání našich produktů a služeb 
a jejich sdílení. Data můžete získat odesláním žádosti o přístup k datům. Pokud to lze technicky 
realizovat, poskytuje společnost Tesla tato data ve strukturovaném, běžně používaném, 
strojově čitelném formátu, a to v reálném či téměř reálném čase. Společnost Tesla může před 
splněním žádosti podniknout přiměřené kroky, aby ověřila vaši totožnost a zajistila, že 
požadované údaje nebudou porušovat práva ostatních uživatelů či platné zákony. Pokud údaje 
zahrnují informace týkající se obchodního tajemství společnosti Tesla, můžeme požadovat 
přijetí dalších kroků, kromě jiných včetně kontrol přístupu, dohod o důvěrnosti nebo jiných 
omezení z vaší strany a příjemců, jež zmocníte. 

Můžete se rovněž rozhodnout sdílet data s jiným příjemcem dle vlastního výběru prostřednictvím 
žádosti o přístup k datům pomocí funkce „Převod oprávněnému příjemci“. Data, která se 
rozhodnete sdílet, mohou zahrnovat osobní údaje.  

Povinnosti oprávněného příjemce  

Při přístupu k datům o produktech Tesla a souvisejících službách a jejich používání oprávnění 
příjemci:  

• Mohou používat data pouze pro konkrétní účel dohodnutý s uživatelem a vymazat je, 
pokud již nejsou potřeba. 

• Nebudou používat data k vývoji či vylepšování produktů nebo služeb, které konkurují 
nabídkám společnosti Tesla, ani k porovnávání či zpětnému inženýrství patentovaných 
funkcí.  

• Nebudou data používat pro nesouvisející analýzy, profilování nebo vývoj produktů. 
• Nebudou sdílet, převádět ani zpřístupňovat data nikomu jinému (včetně přidružených 

organizací, subdodavatelů či poskytovatelů služeb), pokud se tak nedohodnou 
s uživatelem. 

• Nebudou používat data způsobem, který jakkoli negativně ovlivňuje zabezpečení 
připojeného produktu nebo služby.  

• Nebudou kombinovat data s jinými sadami dat za účelem profilování osob nebo 
zpracování údajů zvláštní kategorie, pokud k tomu nemají výslovné povolení a je to 
v souladu se zákonem.  

• Nebudou zpracovávat osobní údaje pro profilování, pokud to není nezbytné pro účely 
požadované služby 

• Nebudou obcházet ani vyřazovat z činnosti žádná technická či organizační opatření na 
ochranu údajů.  
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• Nebudou zkreslovat povahu, zdroj ani povolené použití dat. 
• Nebudou se pokoušet znovu identifikovat osoby na základě anonymizovaných nebo 

agregovaných dat.  
• Nebudou používat data k porušování práv duševního vlastnictví ani k vyzrazení 

obchodního tajemství společnosti Tesla či uživatele. 
• Nebudou z dat vytvářet odvozené datové sady, modely či přehledy mimo dohodnutý 

rozsah. Žádné schválené deriváty nesmí umožňovat opětovnou identifikaci nebo 
vyzrazení důvěrných informací. 

Společnost Tesla si vyhrazuje právo odepřít, pozastavit nebo odmítnout přístup k datům, pokud 
zjistí zneužití, neoprávněný přístup nebo odchylku od plnění těchto povinností. 


